








  “As a futurist, I try to think beyond the designers notes 
when it comes to the impacts of emerging technologies. 

I find that it’s often useful to imagine the unintended, 
seedy, improper, or illicit uses of new tools and 

systems. How might Invention X be hacked? How could 
it facilitate a user having disproportionate power over 
another person? How will it be used to help the user 

have sex? How would it enable someone to commit a 
crime? Thinking along those lines can help to uncover 

the more subtle connections between a new technology 
and incumbent systems, spot hidden security flaws, or 
even reveal markets for a product that the developer 

had ignored.” 

- See more at: http://www.henshall.com/stuart/2013/07/16/to-
predict-the-future-of-technology-figure-out-how-people-will-use-it-
illegally-always-unintended-consequences/#sthash.fcSvjrrH.dpuf 
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Your	
  government	
  at	
  work….	
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•  Title II, Homeland Security Act (Title II, Public Law 107-296) 
•  Federal Information Security Management Act (FISMA) 

•  Section 706, Communications Act of 1934, as amended (47 U.S.C. 606) 
•  Defense Production Act of 1950, as amended 

•  Executive Order 12382: President’s National Security Telecommunications Advisory 
Committee 

•  Executive Order 13618: Assignment of National Security and Emergency Preparedness 
Communications Functions 

•  Executive Order 12656 “Assignment of Emergency Preparedness 
Responsibilities” (November 18, 1988) 

•  E.O. 13286 “An Amendment of Executive Orders and Other Actions in Connection with the 
Transfer of Functions to the Secretary of Homeland Security” (February 28, 2003) 

•  HSPD-7: Critical Infrastructure Identification, Prioritization, and Protection 
•  National Security Presidential Directive (NSPD) 51/HSPD-20: National Continuity Policy 

•  NSPD-54/HSPD-23: Cybersecurity Policy 

•  Quadrennial Homeland Security Review (QHSR) identified securing cyberspace as one the 
of the DHS top 5 mission areas 

•  Cyberspace Policy Review  
•  National Infrastructure Protection Plan 

•  Office of Management and Budget Guidance on FISMA M-04-25 
•  OMB Guidance on Trusted Internet Connections initiative M-08-05 

•  OMB M 10-28: Clarifying Cybersecurity Responsibilities and Activities of the Executive 
Office of the President and the Department of Homeland Security (DHS) 
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https://www.itdashboard.gov/trends 



State revenues and budgets are projected to increase in FY 
2014 and into the near future as states continue along their 

road of recovery and growth. As a result of steadily improving 
financials, there is additional good news regarding IT budgets 

and spending in the states. 

State IT budgets are back on the rise, after some tumultuous 
times during the recession and recovery. Quite simply, states 

are restoring IT spending, re-funding old projects and 
approving new projects. This growth is in stark contrast to 

federal spending and will provide some relief to contractors 
willing to engage with the states 

Follow the Money! 



http://www.defensedaily.com/verizons-annual-breach-report-finds-92-
percent-of-attacks-follow-nine-basic-patterns/?

hq_e=el&hq_m=2872845&hq_l=5&hq_v=01a9fd4cc9 















Murphy’s OTHER 15 Laws 
1.	
  Light	
  travels	
  faster	
  than	
  sound.	
  This	
  is	
  why	
  some	
  people	
  appear	
  bright	
  un:l	
  you	
  hear	
  them	
  speak.	
  

2.	
  A	
  fine	
  is	
  a	
  tax	
  for	
  doing	
  wrong.	
  A	
  tax	
  is	
  a	
  fine	
  for	
  doing	
  well.	
  

3.	
  He	
  who	
  laughs	
  last,	
  thinks	
  slowest.	
  

4.	
  A	
  day	
  without	
  sunshine	
  is	
  like,	
  well,	
  night.	
  

5.	
  Change	
  is	
  inevitable,	
  except	
  from	
  a	
  vending	
  machine.	
  

6.	
  Those	
  who	
  live	
  by	
  the	
  sword	
  get	
  shot	
  by	
  those	
  who	
  don't.	
  

7.	
  Nothing	
  is	
  foolproof	
  to	
  a	
  sufficiently	
  talented	
  fool.	
  

8.	
  The	
  50-­‐50-­‐90	
  rule:	
  Any:me	
  you	
  have	
  a	
  50-­‐50	
  chance	
  of	
  geQng	
  something	
  right,	
  there's	
  a	
  90%	
  probability	
  you'll	
  get	
  it	
  wrong.	
  

9.	
  It	
  is	
  said	
  that	
  if	
  you	
  line	
  up	
  all	
  the	
  cars	
  in	
  the	
  world	
  end-­‐to-­‐end,	
  someone	
  from	
  California	
  would	
  be	
  stupid	
  enough	
  to	
  try	
  to	
  pass	
  them.	
  

10.	
  If	
  the	
  shoe	
  fits,	
  get	
  another	
  one	
  just	
  like	
  it.	
  

11.	
  The	
  things	
  that	
  come	
  to	
  those	
  who	
  wait,	
  may	
  be	
  the	
  things	
  leU	
  by	
  those	
  who	
  got	
  there	
  first.	
  

12.	
  Give	
  a	
  man	
  a	
  fish	
  and	
  he	
  will	
  eat	
  for	
  a	
  day.	
  Teach	
  a	
  man	
  to	
  fish	
  and	
  he	
  will	
  sit	
  in	
  a	
  boat	
  all	
  day	
  drinking	
  beer.	
  

13.	
  Flashlight:	
  A	
  case	
  for	
  holding	
  dead	
  baXeries.	
  

14	
  .	
  God	
  gave	
  you	
  toes	
  as	
  a	
  device	
  for	
  finding	
  furniture	
  in	
  the	
  dark.	
  

15.	
  When	
  you	
  go	
  into	
  court,	
  you	
  are	
  puQng	
  yourself	
  in	
  the	
  hands	
  of	
  twelve	
  people,	
  who	
  weren't	
  smart	
  enough	
  to	
  get	
  out	
  of	
  jury	
  duty.	
  



“Flexibility is the Key to Success!” 


